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An important message from NAB's online security team

NAE is aware of spam emails circulating which contain malicious software. The emails purport to be a renewal notification from
Securities and Investments Commission (ASIC). Please see an example below.

If you receive an email of this kind and click on the links or attachments, the malicious software may infect your computer and a
access to your accounts.

If you receive a suspicious message, do not click on any links or attachments. Please forward it to hoax@nab.com.au and then

From: ASIC Messaging Service [mailto:ASIC Transaction. No-reply @pwa. fr]
Sent: Tuesday, 3 April 2018 1:41 PM
Tz

Subject: Renewal

Dear Sur/Madam

Your business name registration 1s due for renewal by 03/05/2018. You must renew the registration 16 continue using this business name
Renewal letter

Select this link to view, save or print the information. This link will remam activ. .- 230 ws

If you no longer need your business name to be registered, please email . ' . =3 =elic asic.gov.am and include;

« vour business name;and
+ vour name and telephone number (including area code)

If you have any questions, contact us al Www.asic gov # "/que.
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